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Abstract of the contribution: this contribution proposes to move all remaining sections (which haven’t been incorporated into TS 23.501/502 or the main body of the new TS, yet) from 23.501 Annex A into new TS.
1. Introduction
Some of the sections from Annex A of TS 23.501 have already been incorporated into TS 23.501/502 or the main body of the new TS (during this and the previous meeting). All remaining sections (which haven’t been incorporated yet) should be moved into an informative Annex of the new TS 23.50x so that they can act as the basis for further work in the new TS 23.50x while Annex A can be removed from TS 23.501.
2.     Proposal
It is therefore proposed to move all remaining sections from 23.501 Annex A into an informative Annex of the new TS 23.50x.
* * * * Begin of Change * * * *

Annex A (informative):
Policy framework

Editor's note:
This annex is being used to develop the technical content and then moved as and where appropriate to the main body of this TS, TS 23.501 [2], TS 23.502 [3] and TS 23.203 [4]. The Annex will not be maintained and voided when normative content has been prepared ideally before the specification reaches version 2.0.0 to avoid having a VOID Annex.

Editor's note:
This clause covers the remainder of the Annex A which was moved over from TS 23.501 [2]. The numbering of the clauses is not updated for consistency reasons.
A.1
High level architectural requirements

The policy framework shall provide the relevant parts of the PCC framework as specified in TS 23.203 [4], including:

a.
Policy Control Function (PCF) shall support interfaces to the Policy and Charging Enforcement Function (PCEF), Network Exposure Function (NEF), the Application Function (AF), and the Online Charging System (OCS).

b.
The PCF shall be able to evaluate operator policies that are triggered by events received from the SMF, NEF, the AF, and the OCS.

c.
The PCF shall provide Rules for application and service data flow detection, gating, QoS and flow based charging to the SMF.
d.
The Policy Framework shall be able to manage the Packet Filter Descriptions (PFDs) in the SMF by the 3rd party AS via the NEF.

e.
The Policy Framework shall support to negotiate the background data transfer policy with the 3rd party AS via the NEF.
f.
The PCF shall implement a Front End to access subscription information relevant for policy decisions in a User Data Repository (UDR) including dynamic profile updates pushed by the UDR.

g.
Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point,

h.
The PCF shall be able to take input from Network Data Analytics (NWDA) into consideration for policies on assignment of network resources and for traffic steering policies.

NOTE 1:
The existing PCC framework is applicable to PDU sessions of IPv4 or IPv6 type only. In 5GC, the term IP‑CAN bearer and IP-CAN session, as are defined in TS 23.203 [4], are only applied to the functionalities and interfaces for legacy interworking, and the policy control enforcement on the PDU session includes the policy control of both IP type and non-IP type traffic.
Editor's note:
How the PCC framework applies to PDU sessions other than IPv4 or IPv6 type is FFS.

Additionally, the policy framework shall provide following functionality for the access and mobility enforcement:

a.
Policy Control Function (PCF) shall support interactions with the access and mobility policy enforcement in the AMF, through service-based interfaces.

b.
The PCF shall be able to provide Access and Mobility Management related policies to the AMF.

c.
The PCF shall be able to evaluate operator policies that are triggered by events received from the AMF.

A.3
Functional description

A.3.1
Overall description

A.3.1.1
General

The Policy framework architecture provides the functions for:

-
application and service data flow detection,

-
QoS and gating control,

-
Credit management,

-
Flow based charging,

-
Background data transfer policy negotiation,

-
Management of the PFDs in the SMF by the 3rd party AS,

-
Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point, For this purpose the PCF sends to the SMF Traffic steering information defined in clause A.3.1.11.

-
Provide a Front End to subscription information relevant for policy decisions in a User Data Repository,

-
Provide Network selection and Mobility Management related policies (e.g. RFSP index) and UE Route Selection policy to the Access and Mobility Management,

Editor's note:
Further work is required to include the different aspects of the Policy framework architecture.

The PCF evaluates operator policies that are triggered by events received from the Application Function, the Session Management, Mobility Management and the Online Charging System as well as Changes in User Profile.

For policy control, the AF interacts with the PCF and the PCF interacts with the SMF as instructed by the AF as specified in TS 23.203 [4].

Editor's note:
Further work would be required to cover details of these aspects.

NOTE 1:
Credit management and reporting are defined in SA WG5 specification.

NOTE 2: In single PCF deployment, the PCF will provide all mobility, access and session related policies that it is responsible for. In deployments where different PCFs support N15 and N7 respectively, no standardized interface between them is required in this release to support policy alignment.

NOTE 3:
The policy control framework for phase 1 does not preclude potential extensions in phase 2 for policy control in multiple administrative areas.

A.3.1.2
Distribution of the Enforcement of Policy Decisions

The table below summarizes the distribution of the enforcement of policy decisions, indicating per type of policy their enforcement control part functions, their actual enforcement functions, and the associated reference points.

Table A.3.1.2-1: Type of Polices versus Policy Enforcement

	Type of Policies
	Receiver of policy rules from PCF
	Enforcement 
	Involved Reference Points/Interfaces

	QoS
	SMF 
	UPF, RAN, UE
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF
N2: SMF -> RAN/AMF
N1: AMF/SMF-> UE

	Packet Inspection 
	SMF 
	UPF
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF


	Packet Routing and forwarding
	SMF 
	UPF
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF


	traffic usage reporting
	SMF 
	UPF 
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF

	Traffic steering control 
	SMF 
	UPF 
	Npcf/N7: PCF -> SMF

N4: SMF -> UPF

	Congestion Management
	FFS
	FFS
	FFS

	Mobility Restrictions (MOD): Service Area Restrictions
	AMF 
	AMF, RAN, UE
	Npcf /N15: PCF -> AMF
N2: AMF -> RAN
N1: AMF -> UE

	RAT/Frequency selection Priority
	AMF 
	RAN
	Npcf /N15: PCF -> AMF
N2: AMF -> RAN

	Access Network Discovery and Selection Policy
	FFS
	UE, FFS
	FFS

	UE Route Selection Policy
	AMF
	UE
	Npcf/N15: PCF -> AMF

N1:AMF -> UE


NOTE:
Credit management and reporting are to be defined in SA WG5 specification. Charging control and relevant information is provided by SMF towards charging system.

Editor's note:
Enforcement distribution for Congestion Management and Access Network Discovery and Selection Policy in the 5GS is FFS. Additional policy requirements are FFS.

A.3.1.3
Policy and Charging Control

A.3.1.3.1
General

The Policy and Charging control comprises the PCF provisioning of policy rules over N7 to the SMF for the enforcement of policy and charging control in the SMF and UPF.

The functionality of the SMF is described in clause 6.2.2 and the functionality of UPF is described e.g. in clauses 5.7.1, 5.8.2 and 6.2.3. The functional distribution of the policy enforcement of the policy and charging rules between the SMF and the UPF is described in table A.3.1.3

Table A.3.1.3.1-1: Functional distribution of policy enforcement functionality in the SMF and the UPF
	Main enforcement functionality
	Sub-functionality
	SMF
	UPF
	Comments

	PDU session policing
	1.
UL/DL Session AMBR enforcement
	
	X
	

	Policy Framework related functions
	1.
Service detection, per SDF traffic matching 
	
	X
	Service detection includes the detection of both IP PDU traffic and Ethernet PDU traffic

	
	2.
SDF QoS to QoS Flow QoS mapping
	X
	 
	

	
	3.
UL QFI to QoS flow mapping verification and mapping of DL traffic to corresponding QoS flow
	
	X
	

	
	4.
UL and DL SDF level gating
	
	X
	

	
	5.
UL and DL SDF level MBR enforcement
	
	X
	

	
	6.
UL and DL SDF level GBR enforcement
	
	X
	

	
	7a.
UL and DL per SDF level charging control
	X
	
	(NOTE)

	
	7b.
UL and DL SDF level measurement for charging
	
	X
	

	
	8.
Usage monitoring
	X
	X
	

	
	9.
Event reporting (including application detection)
	X
	X
	

	
	10.
Redirection
	X
	X
	

	
	11.
Predefined PCC rules activation and deactivation
	X
	X
	

	
	12.
PCC support for SDCI
	X
	X
	

	
	13. Traffic steering control
	X 
	X
	

	
	14. Reflective QoS Control
	
	X
	

	NOTE:
The detailed requirements and the reference points between SMF and charging functions are defined in 3GPP 32-series TSs.


A.3.1.3.2
Session based Policy and Charging control

Termination of interfaces towards session based Policy control functions is located in the SMF.

Editor's note:
Further 5G aspects of Policy and Charging control in SMF are FFS.

A.3.1.3.3
5G Policy and Charging Control Information

To enable the enforcement in the 5GC system of the policy decisions made by the PCF for the policy and charging control of a service data flow, the 5GC system shall provide 5G Policy and Charging Control information from the PCF to the SMF. The PCF may also provide information on PDU session level.

Two different types of PCC rules exist: Dynamic rules and predefined rules. The dynamic PCC rules are provisioned by the PCF in the SMF, while the predefined PCC rules are directly provisioned into the SMF/UPF and only referenced by the PCF.

The PCC rule information defined in TS 23.203 is re-used in 5G with the following differences:

-
Additional information needed compared to the 23.203 PCC rule information is described in the table and text below

Editor's note:
It is FFS whether further additional information applies in 5G PCC information

Editor's note:
It is FFS what other info in 23.203 PCC rule that do not apply in 5G PCC information

Editor's note:
Further description of applicability of information in the 23.203 PCC rule and its usage in 5G is FFS.

Table 3.1.3.3-1. Additional information needed compared to the 23.203 PCC rule
	Information name
	Description
	Category
	PCF permitted to modify for dynamically provided information

	Service data flow detection
	This part defines the method for detecting packets belonging to a service data flow.
	
	

	Service data flow template
	For IP PDU traffic: 

Either a list of service data flow filters or an application identifier that references the corresponding application detection filter for the detection of the service data flow.

For Ethernet PDU traffic:

Combination of traffic patterns of the Ethernet PDU traffic.
	Same as defined in TS 23.203
	Same as defined in TS 23.203

	Policy control
	This part defines how the SMF shall apply policy control for the service data flow.
	
	

	5G QoS Indicator (5QI)
	Identifier for the authorized QoS parameters, as defined in 3GPP TS 23.501, clause 5.7.2
	Conditional

(NOTE 1)
	Yes

	Bind to Default QoS Flow
	Indicates the SDF shall always bind to the QoS Flow of default QoS profile.
	Conditional
	Yes

	QoS Notification Control (QNC)
	Indicates a request for notification to RAN for the SDF when the QoS targets for a GBR 5QI cannot be fulfilled for a QoS flow during the lifetime of the QoS flow. The QNC is the Notification Control 5G QoS parameter defined in 3GPP TS 23.501 clause 5.7.2.
	
	Yes

	Reflective QoS Indication
	Indicates to apply reflective QoS for the service data flow. Reflective QoS is defined in 3GPP TS 23.501 clause 5.7.5.
	
	Yes

	Traffic Steering Enforcement Control
	This part describes identities required for Traffic Steering Enforcement Control, the identifier of the target Data Network access, and the SMF notifications about DNAI change 
	
	

	Data Network Access Identifier
	Identifier of the target Data Network Access. It is defined in 3GPP TS 23.501, clause 5.6.7.
	
	Yes

	Data Network Access Change report
	Indicates whether a notification in case of change of DNAI at addition/change/removal of the UPF is requested, as well as the destination(s) for where to provide the notification. The notification information includes the target DNAI and an indication of early and/or late notification. It is defined in 3GPP TS 23.501, clause 5.6.7
	
	Yes

	NOTE 1:
The 5G QoS Indicator is mandatory for QoS flow binding in the SMF, unless the Bind to Default QoS flow is included.

NOTE 2:
Optional, and applicable only for Dynamic 5QI(s).

NOTE 3:
Mandatory unless the Bind to Default QoS flow indicating QoS Flow binding to default QoS flow is included.


Editor's note:
It is FFS how it is indicated in the PCC rule the AF subscription to SMF notifications.

Editor's note:
The details of charging are specified by SA5, which may require later amendments to the Charging information in the 5G Policy and Charging Control information.
Editor's note:
What are the traffic patterns used for the detection of the Ethernet PDU traffic is TBD.
The Service data flow template may comprise any number of Service data flow filters or an application identifier for IP PDU traffic as is defined in TS23.203 [4]. Additionally, it may also comprise any combination of traffic patterns of the Ethernet PDU traffic.
The 5G QoS Indicator, 5QI, represents the QoS parameters for the service data flow. The SMF maintains the mapping between the 5QI and the QoS concept applied within the specific PDU session.

The Bind to Default QoS Flow indicates that the SDF shall be bound to the default QoS Flow. The presence of the 'Bind to Default QoS flow' parameter attribute causes the 5QI/ARP/QNC of the rule to be ignored by the SMF during the QoS Flow binding. Note that if the default QoS flow is non-GBR, QNC is not relevant.
The QoS Notification Control indicates a request for notification to the access network (RAN) for the SDF when:

-
The QoS targets for a GBR 5QI cannot be fulfilled for a QoS flow during the lifetime of the QoS flow. If it is set and QoS targets cannot be fulfilled, RAN sends a notification towards SMF, which notifies to PCF or other interested receivers. It is indicated by the QoS Notification Control (QCN) information element, which is equivalent to the Notification Control 5G QoS parameter described in clause 5.7.2.

The Reflective QoS Indication indicates to apply reflective QoS for the service data flow. Reflective QoS is defined in 3GPP TS 23.501 clause 5.7.5.
The Traffic Steering Enforcement Control contains:

-
The Target DNAI is a reference to the DNAI the SMF needs to consider for UPF selection/reselection.

-
The Data Network Access Change report parameters (Target DNAI and Indication of early and/or late notification) instruct the SMF about what information to forward to the PCF when DNAI changes at change of the UPF and where to provide the indication.
A.3.1.4
Policy and Charging Enforcement

The policy and charging enforcement control part is within the SMF.

The SMF is responsible for the enforcement control of policy decisions related to QoS, charging, gating, service flow detection, packet routing and forwarding, traffic usage reporting.

The actual enforcement of QoS, charging, gating, service flow detection, packet routing and forwarding and traffic accounting and reporting policy decisions can be distributed among the UPF, RAN and UE depending on the policy type.

NOTE:
How the enforcement is performed for each policy type and what information carries the involved reference points (N4, N3, N2, N1) is described in TBD clauses of TS 23.501/TS 23.502 [3].

A.3.1.5
Access and Mobility Policy Enforcement

The policy enforcement control part for access and mobility is included in the AMF. The AMF is responsible for the enforcement control of policy decisions related to Service Area Restrictions and RAT/Frequency Selection Priority.

The actual enforcement of Service Area Restrictions is executed in the UE, when the UE is in CM-IDLE state or in CM-CONNECTED state when in RRC Inactive, and in the RAN/AMF when the UE is in CM-CONNECTED state, while the enforcement of RAT/Frequency Selection Priority is always performed in the RAN.

NOTE:
How the Service Area Restrictions are enforced in AMF/RAN/UE, how the RAT/Frequency Selection Priority is enforced in RAN, and what information would carry the involved reference points (N2, N1) are out of the Policy Framework specification scope, and are described in the TBD TS 23.501//TS 23.502 [3] clauses.
A.3.1.6
UE Access and Mobility Management Control

UE Access and Mobility Management control comprises policy rules for the UE Access and Mobility Management e.g. the provisioning of information about allowed areas for the UE.
A.3.1.7
Roaming impacts to Policy

For a subscriber roaming in a visited PLMN, the visited PLMN shall be able to receive the subscriber's policy rules, including (not exhaustive):

-
Mobility policies e.g. RFSP index.
In the case of local breakout, an interface (N24) is supported between the V-PCF and H-PCF for providing mobility policy rules from HPLMN to VPLMN.
In the case of roaming, an interface (N24) is supported between the V-PCF and H-PCF for providing UE Route Selection Policy rules from HPLMN to VPLMN.
Editor's note:
It is FFS whether session management policy rules on the roaming interface is needed.
Editor's note:
Whether other types of policy rules, apart from the above list need to be provided by PCF is FFS.

A.3.1.8
UE Policy

A.3.1.8.1
General

The 5GC shall be able to provide policy information from the PCF to the UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses. The structure and the content of this policy are specified in clause A.3.1.8.2.

2)
UE Route Selection Policy(URSP): This policy is used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU session, can be offloaded to non-3GPP access outside a PDU session, or can trigger the establishment of a new PDU session. The structure and the content of this policy are specified in clause A.3.1.8.3. The URSP policy groups of one or more of the following policies:

2a)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SSC mode.

2b)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SM-NSSAI.

2c)
DNN Selection Policy: This policy is used by the UE to associate UE traffic with one or more DNNs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a PDU session should be requested to a new DNN. It may also indicate the access type (3GPP or non-3GPP) on which a PDU session to a certain DNN should be requested.

2d)
Non-seamless Offload Policy: This policy is used by the UE to determine which traffic should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU session).

In the case of a roaming UE, the V-PCF may retrieve URSP information from the H-PCF over N24.

The URSP shall be provided from the PCF (V-PCF for roaming UE) to the AMF via N15 interface and then from AMF to the UE via the N1 interface. The USRP provided to the UE may contain information provided by the H-PCF and information provided by the V-PCF. In the case of conflict between the parameters from the H-PCF and V-PCF, the parameters from the V-PCF take precedence. The AMF does not change the URSP provided by PCF.

Editor's note:
It is for FFS whether certain parameters in the URSP are only provided by H-PCF or those from H-PCF should take precedence.

Editor's note:
It is FFS if the size of the policy rules to be transferred and frequency of the rules update from the PCF to the UE would require additional transport options.
Editor's note:
It is FFS if part of the policies can be transferred via UDM.

A.3.1.8.2
Access network discovery & selection policy

Editor's note:
The details of the access network discovery & selection policy if FFS. It is also FFS if any of the access network discovery & selection policies specified in TS 23.402 clause 4.8 can be reused.

A.3.1.8.3
UE Route Selection Policies

The UE Route Selection Policy (URSP) includes a prioritized list of URSP rules, each one composed of the following components:

-
Traffic filter: Information that can be compared against data traffic and determine if the rule is applicable to this data traffic or not. It may include application identifiers and other information, if needed. The traffic that matches the traffic filter of a URSP rule is referred to as the "matching traffic" for this URSP rule.

-
Non-seamless offload: Indicates if the matching traffic is Prohibited, Preferred or Permitted (i.e. allowed but not preferred) to be offloaded to non-3GPP access outside of a PDU session. It may also indicate a specific non-3GPP access type (e.g. WLAN, SSID-x) on which the matching traffic is Prohibited, Preferred or Permitted.

-
Slice Info: This includes the S-NSSAI (see clause 5.15) required for the matching traffic. It may also include multiple S-NSSAIs in priority order if the matching traffic may be transferred over a PDU session supporting any of these S-NSSAIs. It is used to associate the matching traffic with one or more S-NSSAIs. The UE also uses this information to select an alternative S-NSSAI to use for the matching traffic when a currently used S-NSSAI becomes unavailable.
-
Continuity Types: This includes the SSC Mode (see clause 5.6.9.2) required for the matching traffic. It may also include multiple SSC Modes in priority order if the matching traffic may be transferred over a PDU session supporting any of these SSC Modes. It is used to associate the matching traffic with one or more SSC modes.
-
DNNs: This includes the DNN required for the matching traffic. It may also include multiple DNNs in priority order if the matching traffic may be transferred over a PDU session to any of these DNNs. It is used to associate the matching traffic with one or more DNNs.
-
Access Type: If the UE needs to establish a PDU session for the matching traffic, this indicates the type of access (3GPP or non-3GPP) on which the PDU session should be established. It may also indicate a prioritized list of accesses on which the PDU session establishment should be attempted.

Each URSP rule shall include a traffic filter and one or more of the other components, which specify how the matching traffic should be routed.

As an example, the URSP provisioned in the UE may include the following rules:

Table A.3.1.8.3-1: Example of URSP rules

	Example URSP rule
	Comments

	Traffic filter: App=DummyApp

Direct offload: Prohibited

Slice Info: S-NSSAI-a

Continuity Types: SSC Mode 3

DNNs: internet

Access Type: 3GPP access


	This URSP rule associates the traffic of application "DummyApp" with S-NSSAI-a, SSC Mode 3 and the "internet" DNN.

It enforces the following routing policy:

Traffic of application "DummyApp" should not be directly offloaded to non-3GPP. It should be transferred on a PDU session supporting S-NSSAI-a, SSC Mode 3 and DNN=internet. If this PDU session is not established, the UE shall attempt to establish the PDU session over Access Type=3GPP access. If the PDU session cannot be established, the traffic of this application cannot be transferred.

	Traffic filter: App=App1, App2

Direct offload: Permitted

Slice Info: S-NSSAI-a

Access Type: Non-3GPP access
	This URSP rule associates the traffic of applications "App1" and "App2" with S-NSSAI-a.

It enforces the following routing policy:

The traffic of application App1 and the traffic of application App2 should be transferred on a PDU session supporting S-NSSAI-a. If this PDU session is not established, the UE shall attempt to establish the PDU session over Access Type=non-3GPP access. If the PDU session cannot be established, the traffic of these applications can be directly offloaded to non-3GPP access.

	Traffic filter: App=DummyApp

Direct offload: Permitted (WLAN SSID-a)

Continuity Types: SSC Mode 3


	This URSP rule associates the traffic of application "DummyApp" with SSC Mode 3.

It enforces the following routing policy:

The traffic of application "DummyApp" should be transferred on a PDU session supporting SSC Mode 3. If this PDU session is not established, the UE shall attempt to establish the PDU session over any access type. If the PDU session cannot be established, the traffic can be directly offloaded if the UE is connected to WLAN with SSID-a.

	Traffic filter: *

Direct offload: Preferred

Slice Info: S-NSSAI-a, S-NSSAI-b

Continuity type: Type-3

DNN: internet
	This (default) URSP rule associates all traffic not matching any prior rule with S-NSSAI-a (first priority), S-NSSAI-b (second priority), SSC Mode 3 and the "internet" DNN.

It enforces the following routing policy:

All traffic not matching any prior rule should preferably be offloaded directly to any non-3GPP access. If it cannot be directly offloaded to non-3GPP access, it should be transferred on a PDU session supporting S-NSSAI-a, SSC Mode 3 and DNN=internet. Alternatively, it can be transferred on a PDU session supporting S-NSSAI-b, SSC Mode 3 and DNN=internet. The PDU sessions can be established over any access type.


If a UE application requests a specific SSC Mode, S-NSSAI and/or DNN, the traffic of this application shall be routed to a PDU session that supports the requested SSC Mode, S-NSSAI and DNN. The SSC Mode, S-NSSAI and DNN requested by the UE application shall take precedence over the corresponding values in the URSP rules.
If there are multiple IP prefixes within the PDU session, then the routing rules, described in clause 5.8.1.2, on the UE shall be used to select which IP prefix to route the traffic of the application. The provision of routing rules is described in clause 5.8.1.2.
Editor's note:
It is FFS if a VPLMN can provide its own URSP rules to a roaming UE. It is also FFS how the UE selects the URSP rules to apply if it is provisioned with VPLMN URSP and HPLMN URSP.

Editor's note:
It is FFS if/how a UE application can be prevented from using a specific PDU session.

A.3.1.9
Policy Control Subscription information management

The PCF may request subscription information from the UDR at establishment, modification, or termination of a PDU session, and at UE Context Establishment or termination.

The PCF may provision policy control related information to the UDR.

The PCF may receive notifications from the UDR on changes in the subscription information. Upon reception of a notification, the PCF shall make the policy control decisions necessary to accommodate the change in the subscription and shall update the SMF and/or the AMF if needed.

The UDR may provide the following subscription profile information:

-
Subscriber's allowed services;

-
Information on subscriber's allowed QoS;

-
Subscriber's charging related information;

-
Subscriber category;

-
Subscriber's usage monitoring related information;

-
MPS EPS Priority, MPS Priority Level, and IMS Signalling Priority;

-
Subscriber's profile configuration indicating whether application detection and control can be enabled;
-
Spending limits profile information;

-
Sponsored data connectivity profiles;

-
Service area restrictions;

-
RAT Frequency Selection Priority (RFSP) information;

-
Subscribers IP Index.
Editor's note:
The list above covers subscription profile information for policy control functionality that is addressed in the document so far. Additional policy-related subscription data is to be added when the related functionality is agreed.

A.3.1.11
Traffic steering control information

The PCF may provide traffic steering control information to the SMF in the PCC rules for the purpose of steering the subscriber's traffic appropriately, e.g. diverting (locally) some traffic matching traffic filters provided by the PCF. The traffic steering control can be used for uplink, downlink or both directions.
For this purpose, the PCF may associate a traffic descriptor (SDF filter or application identifier), with Traffic steering control information made up of a (set of) DNAI and of traffic steering policy identifiers.

Based on the DNAI corresponding to the UPF, the SMF provides the UPF with a mapping from the traffic descriptor to a traffic steering policy identifier.
The UPF enforces the referenced traffic steering policy. To enforce the traffic steering policy, the UPF performs deployment-specific actions as specified in the traffic steering policy.

NOTE:
The UPF may, for example, perform marking packets in order to indicate a certain type of traffic to the DN side of the N6 reference point which enables those packets to be steered in the DN. As another example the UPF may forward, i.e. offload, traffic identified by the traffic descriptor to a local tunnel.

The traffic steering control information may also contain information regarding SMF notifications about DNAI change, as described in clauses A.3.1.3.2 and 5.6.7.
A.3.1.13
Binding mechanism
A.3.1.13.1
General

The binding mechanism is the procedure that associates a service data flow (defined in a PCC rule by means of the SDF template), to a specific QoS Flow ID (QFI) as defined in clause 5.7.1.

For service data flows belonging to AF sessions, the binding mechanism shall also associate the AF session information with the specific QoS Flow ID that is selected to carry the service data flow.

The binding mechanism includes three steps:

1.
Session binding.

2
PCC rule authorization.

3.
QoS flow binding.
Editor's note:
Additional clarifications on how TS 23.203 [4], clause 6.1.1 relates to 5G is FFS.
A.3.1.13.2
Session Binding

Session binding is the association of the AF session information to one and only one PDU session.

The PCF shall perform the session binding in the same way as defined in TS 23.203 clause 6.1.1 with the following differences and access-specific aspects:

-
The PCRF is replaced by the PCF.
-
IP-CAN corresponds to PDU.
-
The packet data network (PDN) the user is accessing is represented by the data network name (DNN).

A.3.1.13.3
PCC rule authorization

PCC Rule authorization is the selection of the 5G QoS parameters for the PCC rules.

PCC rule authorization is performed as described in TS 23.203, clause 6.1.1 for rules handled in NW mode, with the following differences:

-
The PCRF is replaced by the PCF.
-
The QoS parameters considered are the 5G QoS parameters (5QI, ARP, GFBR, MFBR, etc.).
-
IP-CAN corresponds to PDU.
-
PCF does not support procedures and information specifically related to Gxx.

A.3.1.13.4
QoS flow binding

QoS flow binding is the association of the PCC rule to a QoS flow identified by the QFI.

QoS Flow binding is performed in the same way as bearer binding described in TS 23.203, clause 6.1.1 with the following differences:

-
IP-CAN bearer is replaced by QoS flow.
-
QoS Flow binding function is located at the SMF
-
The binding is created between service data flow(s) and the QoS flow which have at least the same 5QI and, ARP.

Editor's note:
The relevance of further parameters described in 23.203 or 23.501 (e.g. notification control parameters, Reflective QoS Indication) for the QoS flow binding is FFS.
A.3.1.15
Event trigger
-
The PCF BSF has information about the user identity, the DNN, the UE IP address(es) and the selected PCF address for a certain PDU Session. This information is stored internally in the PCF BSF. Optionally, the PCF BSF can store the binding information in the UDR, in the Structured Data for Exposure repository.

-
For storage binding information, the PCF BSF shall receive Npcf_SMPolicyControl service operations when an UE IP address is allocated or released for a PDU session. The PCF BSF obtains the new binding information by acting on the Npcf_SMPolicyControl Get and Npcf_SMPolicyControl Delete service operation and Nsmf_EventExposure_Notify service operation.

-
For retrieval binding information, the PCF BSF determines the selected PCF address according to the information carried by the incoming requests.

-
The PCF BSF acts on Npcf_PolicyAuthorization to get the information carried in the incoming requests and obtains the corresponding PCF information from the stored binding information.

-
when the PCF BSF stores the binding in a Structured Data for Exposure repository in UDR, an AF may obtain binding information from UDR via NEF, and send the AF request towards PCF without requiring the support of the PCF BSF.The PCF BSF is able to proxy or redirect N5/Rx requests targeting an IP address of a UE.

A.3.1.15.1
General

The policy related NF (e.g. AMF, SMF) performs event trigger detection. When an event matching the event trigger occurs, the NF shall report the occurred event to the PCF. The event from the related NF shall be reported via their respective service based interface.

The event triggers described in TS 23.203, clause 6.1.4 are reused with the following differences:

-
The PCRF is replaced by the PCF.

-
The PCEF is replaced by the SMF (and UPF).

-
IP-CAN corresponds to PDU session.

-
IP-CAN bearer corresponds to QoS flow.

-
There is no TDF and no BBERF in 5G.

Editor's note:
Whether the event trigger related to NBIFOM, 3GPP PS Data Off, SRVCC and Location change (serving cell) is supported or not is FFS.

-
Event triggers only supported when the BBF (Bearer Binding Function) is located in PCRF are not needed.

-
Following events are not supported: QoS change exceeding authorization, Traffic mapping information change.

* * * * End of Change * * * *
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